Załącznik nr 1 do uchwały Nr 3/45/20 Zarządu Województwa Kujawsko-Pomorskiego z dnia 22 stycznia 2020 r.

**POROZUMIENIE
W SPRAWIE WSPÓŁPRACY W ZAKRESIE CYBERBEZPIECZEŃSTWA**

zawarte w dniu ………………………... w Warszawie pomiędzy:

**Skarbem Państwa – Ministrem Cyfryzacji**, z siedzibą w Warszawie (00-060) przy
ul. Królewskiej 27, NIP: 521-362-16-97, REGON: 145881488, zwanym dalej **„MC*”*,** reprezentowanym przez:

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

a

**Województwem Kujawsko-Pomorskim – Urzędem Marszałkowskim Województwa Kujawsko-Pomorskiego w Toruniu** (87-100),Plac Teatralny 2, NIP: 956-19-45-671, REGON: 871121290, zwanym dalej **„Urzędem”**, reprezentowanym przez: **\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

a

**Naukową i Akademicką Siecią Komputerową – Państwowym Instytutem Badawczym,** z siedzibą w Warszawie (01-045), przy ul. Kolskiej 12, wpisaną do rejestru przedsiębiorców Krajowego Rejestru Sądowego prowadzonego przez Sąd Rejonowy dla m. st. Warszawy w Warszawie, XIII Wydział Gospodarczy Krajowego Rejestru Sądowego pod numerem KRS: 0000012938, NIP: 521-04-17-157, REGON: 010464542, zwaną dalej **„NASK”**, reprezentowaną przez:

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**§ 1**

1. Strony wyrażają wolę współpracy na rzecz podniesienia poziomu cyberbezpieczeństwa Rzeczypospolitej Polskiej.
2. Współpraca, o której mowa w ust. 1, realizowana będzie w ramach koordynowanego przez NASK Programu Partnerstwo dla Cyberbezpieczeństwa.
3. Program Partnerstwo dla Cyberbezpieczeństwa stanowi narzędzie dobrowolnej współpracy i wymiany doświadczeń oraz informacji o zagrożeniach Cyberbezpieczeństwa i incydentach, o którym mowa w art. 26 ust 6 pkt 2) ustawy z dnia 5 lipca 2018 roku o krajowym systemie cyberbezpieczeństwa (Dz. U. z 2018 r. poz. 1560).
4. Szczegółowe warunki współpracy w zakresie Programu Partnerstwo dla Cyberbezpieczeństwa określa umowa o współpracy w ramach Programu Partnerstwo dla Cyberbezpieczeństwa, zawarta pomiędzy Urzędemi NASK.

**§ 2**

1. Do kontaktów w związku z realizacją Porozumienia Strony wskazują następujące osoby:
	1. ze strony MC – \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**\_
	2. ze strony NASK – Juliusz Brzostek, Dyrektor Centrum Cyberbezpieczeństwa, juliusz.brzostek@nask.pl
	3. ze strony Urzędu – Sławomir Kozłowski, Dyrektor Departamentu Cyfryzacji, s.kozlowski@kujawsko-pomorskie.pl
2. Zmiana osób, o których mowa w ust. 1, nie wymaga podpisania aneksu do Porozumienia, lecz staje się skuteczna z dniem doręczenia pozostałym Stronom, odpowiedniego oświadczenia podpisanego przez osobę uprawnioną do reprezentacji.
3. Każda ze Stron niniejszym potwierdza, że wypełniła obowiązki informacyjne przewidziane w art. 13 lub art. 14 Rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE wobec osób fizycznych, których dane osobowe bezpośrednio lub pośrednio pozyskała i przetwarza w związku z wykonywaniem Porozumienia.
4. Strony zgodnie oświadczają, że w związku z wykonywaniem Porozumienia nie dochodzi do powierzenia przetwarzania danych osobowych.

**§ 3**

1. Strony zobowiązują się zachować w tajemnicy i nie ujawniać osobom trzecim jakichkolwiek informacji dystrybuowanych w związku z wykonywaniem Porozumienia.
2. W celu uniknięcia wątpliwości Strony zgodnie oświadczają, że publiczne udostępnianie przez NASK ogólnych opisów zagrożeń oraz statystyk dotyczących zdarzeń i incydentów nie stanowi naruszenia warunków Porozumienia.
3. Obowiązek zachowania poufności, o którym mowa w niniejszym paragrafie, oznacza w szczególności, że Strony będą zobowiązane:
	1. chronić informacje, o których mowa w ust. 1 przed ich ujawnieniem w taki sam sposób i z co najmniej taką samą starannością z jaką chronią własne informacje poufne, przez co Strony rozumieją najwyższą staranność,
	2. ograniczyć obieg informacji, o których mowa w ust. 1 do tych pracowników Stron oraz doradców prawnych i ekonomicznych Stron, którym wiedza na ten temat jest niezbędna i zobowiązać ich do zachowania tych informacji w bezwzględnej poufności.
4. Obowiązek zachowania poufności, o którym mowa w niniejszym paragrafie wiąże bez ograniczenia czasowego.

**§ 4**

1. Porozumienie jest zawarte na czas nieokreślony.
2. Każda ze stron ma prawo wypowiedzenia Porozumienia z zachowaniem 1-miesięcznego okresu wypowiedzenia.
3. Porozumienie wygasa w przypadku wygaśnięcia umowy, o której mowa w § 1 ust. 4 powyżej.
4. W przypadku powzięcia uzasadnionego podejrzenia, że informacje przekazywane w ramach współpracy w Programie Partnerstwo dla Cyberbezpieczeństwa są wykorzystywane niezgodnie z celami określonymi w Porozumieniu, każdy z podmiotów, które współpracują w ramach Programu Partnerstwo dla Cyberbezpieczeństwa, ma prawo wezwać podmiot naruszający Porozumienie do zaniechania tych naruszeń, wyznaczając mu w tym celu termin nie krótszy niż 72 godziny, a w przypadku bezskutecznego upływu wyznaczonego terminu, do wypowiedzenia Porozumienia ze skutkiem natychmiastowym. Przypadek takiego wykorzystania stanowi w szczególności korzystanie przez NASK z przekazanych informacji w ramach prowadzonej przez NASK działalności gospodarczej.
5. Wszelkie zmiany Porozumienia wymagają formy pisemnej pod rygorem nieważności, z zastrzeżeniem § 2 ust. 2.
6. Wszelkie spory mogące wyniknąć z realizacji Porozumienia będą rozstrzygane przez sąd powszechny właściwy miejscowo dla siedziby MC.
7. Porozumienie sporządzono w trzech jednobrzmiących egzemplarzach, po jednym dla każdej ze Strony.
8. Porozumienie wchodzi w życie z dniem jego podpisania.

|  |  |  |
| --- | --- | --- |
| …………………………… | …………………………… | …………………………… |
| MC | NASK | Urząd |